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PSTI Statement Of Compliance 
 
Manufacturer: 
• Name: Mako Networks, Inc. and Mako Networks Limited (UK) 
• Address: 1355 N McLean Blvd, Elgin IL 60123 
We, Mako Networks, Inc. hereby declare that under our own responsibility, our devices fully 
comply with the applicable security requirements in Schedule 1 of The Product Security and 
Telecommunications Infrastructure (Security Requirements for Relevant Connectable Products) 
Regulations 2023. 
 
To the extent applicable, this statement is provided for transparency and compliance purposes. 
Mako Networks primarily serves business customers rather than consumers, which may affect 
the applicability of these regulations to our products. However, we are committed to maintaining 
high security standards regardless of regulatory requirements. 
 
Please note that all Mako Networks devices require a separate monthly license to function.  
These licenses provide access to our cloud management platform and security services, which are 
essential for the proper operation of our devices. 
 
Schedule 1 specifies security requirements that relate to manufacturers of relevant connectable 
products which includes the Mako Networks brand and its subsidiaries. This includes the 
following: 
 
1. Password is unique per device or defined by the user of the device, and the password 
which is unique per device is generated by using a security mechanism that reduces the 
risk of automated attacks against a class or type of device. 
 
2. Users can report vulnerabilities to Mako Networks via https://makonetworks.com/contact/                                 
or legal@makonetworks.com. Furthermore, users will receive acknowledgment of the receipt                                
of a security issues report and status updates until the reported security issue is resolved. 
 
3. Mako Networks will provide security updates for our products during the pre-defined 
support period. The defined support period will end 3 years after the product's end-of-life 
date. Up-to-date information concerning the defined support periods for the entire Mako 
Networks product range are listed below. 
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Products: 

PRODUCT/MODEL NAME MODEL NUMBER DEFINED SUPPORT PERIOD

Mako 6500 6500 12/31/2028 or later* 

Mako 6600 (Non-Wifi) 6600-M/LTE 12/31/2029 or later* 

Mako 6600 (Wi-Fi) 6600-MW1/LTE 12/31/2029 or later 

Mako 8 Port Switch 1008-SW/P 12/31/2029 or later* 

Mako 24 Port Switch 1024-SW/P 12/31/2029 or later* 

1124-SW/P 1124-SW/P 12/31/2029 or later* 

Mako 48 Port Switch 1048-SW/P 12/31/2029 or later* 

Mako 5600-LTE US 5600-LTE US 12/31/2029 or later* 

Mako 5600 5600 12/31/2029 or later* 

Mako 5600-5G 5600-5G 12/31/2029 or later* 

Mako 4600 4600 12/31/2029 or later* 

Mako 4500-WAP 4500 12/31/2029 or later* 

Mako 4550 4550 12/31/2029 or later* 

Mako 7600-S 7600-S 12/31/2029 or later* 

Mako 7600-E 7600-E 12/31/2029 or later* 

*The non-EOL product's defined support period may be refreshed to extend specific date.

Signed for and on behalf of: Mako Networks, Inc. 
Location: 1355 North Mclean Blvd, Elgin 60123, Illinois, USA 

Date: June 4, 2025 
Name: Chris Massam 
Function: Chief Technology Officer 

Signature: 
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